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AHS Information Technology
RSA Token Request Form for AHS Employees

The token user agrees that any computer used to access AHS systems has up-to-date virus protection and fire wall software.  The employee’s supervisor ensures that the user’s request is appropriate and that all DHR policies are followed. 

Check One: If this is a replacement token request, a reason must be indicated such as expired, lost w/date, damaged….  It will also require you to set up a new PIN.  If you are unsure how to do that, see the instructions at http://humanservices.vermont.gov/departments/information-technology/rsa-securid/
	New Token:
	 FORMCHECKBOX 

	Replacement Token:
	 FORMCHECKBOX 

	Reason*
	     


	Employee Name:
	     
	AHS User Name:
	     

	Department:
	     
	Division:
	     

	Location:
	     

	Reason Employee Requires access:
	     

	Send Token to the Following
	Name:
	     

	Address:
	     
	City, State, Zip:
	     


1. Completing your request:  Please save and send this form as an email attachment to your Supervisor.


Type your name above as a Signature of AHS Employee



Date:
2. SUPERVISOR: Approval for this request as Supervisor.  Please save and send this form as an email attachment to your Department’s IT Manager.       (DCF Supervisors send to mailbox AHS.DCFHwSwRequests@state.vt.us)

Type your name above as a Signature of Employee’s Supervisor


Date: 
3. IT MANAGER:  IT Manager Approval and Submission.  Please save and send this form as an email attachment to 

AHS.RSATokenRequest@state.vt.us
     
Type your name above as a Signature of Department IT Manager


Date: 
AHS IT Form RSA Revised 10/23/13

Assigned Token #____________________



